FINANŠU UN TEHNISKAIS PIEDĀVĀJUMS
dalībai iepirkumā (tirgus izpētē) “Ugunsmūra risinājuma infrastruktūras 
piegāde, konfigurēšana un tehniskā atbalsta nodrošināšana” 

(iepirkuma identifikācijas Nr. DTTT 2026/4)

2026.gada ___. ____________

	Pretendents:
	

	Pretendenta nosaukums:
	

	Vienotais reģ. Nr. vai personas kods:
	

	PVN maksātāja reģ. Nr. :
	

	Juridiskā adrese:
	

	Bankas nosaukums:
	

	SWIFT kods:
	

	Norēķinu konts:
	

	
	

	Amatpersona:
	

	Vārds, uzvārds:
	

	Ieņemamais amats:
	

	Paraksta tiesības (pamatojums):
	

	Tālrunis:
	

	e-pasta adrese:
	

	
	

	Kontaktpersona:
	

	Vārds, uzvārds:
	

	Ieņemamais amats:
	

	Tālrunis:
	

	e-pasta adrese:
	


Iepazinušies ar Iepirkuma “Ugunsmūra risinājuma infrastruktūras piegāde, konfigurēšana un tehniskā atbalsta nodrošināšana” (identifikācijas Nr. DTTT 2026/4) Instrukciju un tehniskās specifikācijas prasībām, sagatavojam un iesniedzam savu piedāvājumu:
	Nr.

p.k.
	Nosaukums
	Skaits, 

gab.
	Pretendenta piedāvājums
	Vienas vienības cena EUR bez PVN

(ar divām zīmēm aiz komata)
	Kopējā summa EUR bez PVN

(ar divām zīmēm aiz komata)

	1.
	Datortīkla drošības iekārtas (ugunsmūris)
	2
	* Iekārta (hardware) ar licencētu programmatūru (software)
	
	

	2.
	Vienots tīkla drošības iekārtu žurnālierakstu (log files) pārvaldes rīks
	1
	
	
	

	3.
	Tīkla drošības iekārtu vienots konfigurēšanas un konfigurāciju pārvaldības rīks
	1
	
	
	

	KOPĀ:
	


* Iekārtas ar licencētu programmatūru nosaukums, modelis. Pretendents norāda detalizētu komplektāciju ar iekārtas veidojošām komponentēm.

Apliecinām, ka finanšu piedāvājumā ir iekļautas visas izmaksas, kas saistītas ar iekārtas piegādi un uzstādīšanu pasūtītājam, t.sk. arī tehnisko apkalpošanu garantijas laikā, kā arī visi nodokļi (izņemot PVN) un nodevas, ko paredz Latvijas Republikas normatīvie akti.
Piedāvājuma kopējā summa bez PVN ir __________________ (summa ciparos un vārdos);

PVN summa ir 
_(summa ciparos un vārdos);

Piedāvājuma kopējā summa ar PVN ir _______________________ (summa ciparos un vārdos).

TEHNISKAIS PIEDĀVĀJUMS

Datortīkla drošības iekārta (ugunsmūra) minimālās tehniskās prasības pieslēgumam:
	Nr. 

p.k.
	Tehniskās prasības
	Pretendenta piedāvājums 

(norāda atbilst/neatbilst vai konkrētus parametrus)

	1.
	Piedāvātajām iekārtām (ugunsmūrim) tiek nodrošināta to saslēgšana augstas pieejamības slēgumā. Nodrošina iespēju darbināt iekārtas klastera režīmā (bojājuma gadījumā otrā datortīkla drošības iekārta pārņem pilnu funkcionalitāti). Iespēja darboties gan active-standby (viena datortīkla drošības iekārta funkcionē, otra pārņem funkcijas tikai pirmās datortīkla drošības iekārtas bojājuma gadījumā), gan active-active (abas datortīkla drošības iekārtas pilda ugunsmūra funkcijas) režīmā.
	

	2.
	Iekārtas kopējā veiktspēja, neizmantojot kriptēšanu, nodrošina kopējo datu saņemšanas/nosūtīšanas ātrumu vismaz 35 Gbit/s (Firewall Throughput).
	

	3.
	Iekārtās iekļautas licences, lai nodrošinātu šādu darbību noteiktajā kapacitātē:

· Next-Generation Firewall (NGFW) funkcionalitāte (vienlaicīgi iespējota IDS/IPS un Aplication control) – veiktspēja vismaz 3 Gbit/s;

· Ar Threat prevention / Threat protection funkcionalitāti (vienlaicīgi iespējota IPS, Application control un Malware protection) – veiktspēja vismaz 2,5 Gbit/s.
	

	4.
	Iekārtas nodrošina automātisku web adrešu kategorizēšanu un filtrēšanu (URL Filtering).
	

	5.
	Iekārtas nodrošina automātiskus atjauninājumus no iekārtas ražotāja puses ar jaunākajām URL Filtering, IPS, Application control un Threat protection datubāzēm.
	

	6.
	Iekārta nodrošina GEO IP informāciju, kas ļauj ierobežot pieeju pēc konkrētas valsts IP adresēm. GEO IP adrešu datubāze regulāri tiek atjaunota no ražotāja serveriem.
	

	7.
	Iekārta nodrošina dinamiskus adrešu objektus populāriem servisiem (piemēram, Azure, AnyDesk, WhatsApp utt.), kas tiek regulāri atjaunoti no ražotāja serveriem.
	

	8.
	Iekārta integrējas ar dažādām SDN platformām, izmantojot publiskā mākoņa savienotājus (piemēram, AWS, Azure un Google Cloud) un privātā mākoņa/datu centra savienotājus (piemēram, OpenStack, VMware NSX un Kubernetes), lai nodrošinātu dinamisku adrešu objektu izmantošanu drošības politikās.
	

	9.
	Iekārtai jāatbalsta ārējo draudu izlūkošanas datu (threat intelligence feeds) integrācija caur HTTP(S) serveriem, ļaujot importēt kaitīgos indikatorus (piemēram, IP adreses, URL vai domēnus) no vienkāršiem teksta failiem.
	

	10.
	Kopējā veiktspēja kriptēšanas režīmā:

· iekārta nodrošina kopējo datu saņemšanas / nosūtīšanas ātrumu, izmantojot AES256 IPsec VPN kriptēšanu – vismaz 35 Gbit/s;

· SSL protokola dekriptēšana (SSL inspection) – veiktspēja vismaz 3 Gbit/s.
	

	11.
	Tīkla interfeisi:

· 4x 10 GE SFP+

· 18x GE RJ45

· 8x GE SFP
	

	12.
	Iekārtai paredzēta iespēja, lai to varētu pieslēgt diviem neatkarīgiem elektrības barošanas avotiem.
	

	13.
	Nodrošina vienlaicīgu sesiju skaitu – vismaz 3000000.
	

	14.
	Nodrošina jaunu sesiju veidošanu sekundē – ne mazāk kā 140000 sesijas / sekundē.
	

	15.
	Iekārta vienlaicīgi nodrošina VPN (IPsec) tuneļus – vismaz 2000.
	

	16.
	Virtuālo interfeisu (VLAN) atbalsts – vismaz 4096 VLAN vienā iekārtā.
	

	17.
	Iekļauta licence sadalīt iekārtu vismaz 10 virtuālajās sistēmās (virtual firewall).
	

	18.
	Darbojas kā Dialup VPN vārteja (gateway) – var darbināt līdz 15000 vienlaicīgiem IPsec VPN tuneļiem attālinātiem lietotāju Dialup VPN pieslēgumiem.
	

	19.
	Iekārta nodrošina SAML autentifikāciju IPsec Dialup VPN pieslēgumiem.
	

	20.
	Iekārtu iespējams darbināt OSI 2.līmenī (strādā kā Layer 2 Transparent Firewall).
	

	21.
	Nodrošina DHCP client / server un DHCP relay funkcijas.
	

	22.
	Nodrošina lokālā NTP (laika) servera funkcijas.
	

	23.
	Atbalsta integrāciju ar RADIUS, LDAP, SAML autentifikācijas un autorizācijas servisiem.
	

	24.
	Iekļauta spēja nodrošināt Layer4 TCP/IP slodzes sadalīšanu (load balancing).
	

	25.
	Nodrošina maršrutēšanas protokolu atbalstu OSPF un BGP.
	

	26.
	Iekārtai jāatbalsta politikas balstīta maršrutēšana, ļaujot novirzīt plūsmu balstoties uz konkrētiem kritērijiem, piemēram, avota IP, galamērķa IP.
	

	27.
	NAT / PAT atbalsts – tīkla adrešu translēšana.
	

	28.
	Nodrošina gan CLI (komandrindas interfeisu), gan web-based GUI administrēšanu bez papildu programmnodrošinājuma maksas.
	

	29.
	Nodrošina pieslēgšanos administrēšanas vajadzībām - HTTPS, SSH.
	

	30.
	Nodrošina SNMP v2, v3 un syslog atbalstu.
	

	31.
	Iekļauts SD-WAN funkcionalitātes atbalsts (iespēja izmantot vienlaicīgi vismaz trīs neatkarīgus datu pārraides kanālus un nodrošināt datu plūsmas sadali šajos kanālos).
	

	32.
	SD-WAN funkcionalitāte nodrošina datu plūsmas novirzīšanu pa datu kanālu ar labākiem kvalitātes parametriem (latency, jitter, packetloss).
	

	33.
	SD-WAN funkcionalitāte nodrošina datu plūsmas prioritizēšanas atbalsts (QoS).
	


Vienots tīkla drošības iekārtu žurnālierakstu (log files) pārvaldes rīks:

	Nr. p.k.
	Tehniskās prasības
	Pretendenta piedāvājums 

(norāda atbilst/neatbilst vai konkrētus parametrus)

	1.
	Pretendentam jānodrošina piedāvātā ražotāja integrētu programmatūru/risinājumu iekārtu ģenerēto tīkla žurnālierakstu (log files) apkopošanai un analīzei.
	

	2.
	Jānodrošina risinājuma pārvaldība izmantojot WEB pārlūku, bez papildus programmatūras uzstādīšanas.
	

	3.
	Programmatūrai ir jānodrošina visu tai pieslēgto sistēmu žurnālierakstu glabāšanu vismaz 18 mēnešus.
	

	4.
	Jānodrošina funkcionalitāte administratoru lomu un piekļuves līmeņu dalīšanai. Autentifikācijai jānotiek pret pasūtītāja LDAP (Active Directory) serveriem.
	

	5.
	Sistēmai jānodrošina anomāliju un incidentu identificēšana balstoties uz saņemtajiem notikumiem.
	

	6.
	Notikumu izdalīšana un automātiska atlasīšana balstoties uz iepriekš definētiem notikumu apstrādes kritērijiem.
	

	7.
	Notikumu kategorizēšana un vēsturisks pārskats balstoties uz iepriekš definētiem notikumu apstrādes kritērijiem.
	

	8.
	Jānodrošina funkcionalitāte gadījumos, kad ir konstatētas tīkla notikumu anomālijas, jābūt iespējai veikt automātisku apziņošanu izmantojot e-pastu, SNMP vai syslog.
	

	9.
	Jānodrošina funkcionalitāte saņemtos notikumus pārsūtīt uz citu ārējo pasūtītāja žurnālierakstu glabāšanas sistēmu izmantojot syslog vai CEF (common event format) protokolu.
	

	10.
	Jābūt funkcionalitātei veikt pielāgotu atskaišu izveidi (custom templates).
	

	11.
	Informēšana par uzģenerētajām atskaitēm, izmantojot e-pastu.
	


Tehniskās apkalpošanas apraksts:
	Prioritāti nosaka problēmas pieteicējs, piesakot problēmu:

	Problēmas prioritātes
	Problēmas apraksts
	Reakcijas laiki un problēmu novēršanas režīms

	Prioritāte Nr.1.
	Iekārta ir pilnīgi nestrādājoša un tam ir kritiska ietekme uz Pasūtītāja IT infrastruktūru. Tīkla darbību nav iespējams atjaunot ar Pasūtītāja spēkiem.
	Problēmām ar 1.prioritāti darbi pie problēmas novēršanas tiek uzsākti ne vēlāk kā 1 (vienas) stundas laikā pēc problēmas pieteikuma nodošanas brīža un turpināti līdz problēmas novēršanai vai pagaidu risinājumam, kura rezultātā Pasūtītājam savā IT infrastruktūrā ir iespējams veikt galvenās pamata funkcijas. Apkalpošanas režīms – 24 stundas diennaktī un 7 dienas nedēļā, ieskaitot svētku dienas.

	Prioritāte Nr.2. 
	Iekārtas ātrdarbība un / vai funkcionalitāte ir samazinājusies, un tam ir kritiska ietekme uz pasūtītāja IT darbības procesiem. Normālu tīkla darbību nav iespējams atjaunot Pasūtītāja spēkiem.
	Problēmām ar 2.prioritāti darbi pie problēmas novēršanas tiek uzsākti ne vēlāk kā 4 (četru) stundu laikā pēc problēmas pieteikuma nodošanas brīža un turpināti līdz problēmas novēršanai vai pagaidu risinājumam, kas ļauj samazināt problēmas prioritāti. Apkalpošanas režīms – 24 stundas diennaktī un 7 dienas nedēļā, ieskaitot svētku dienas.

	Prioritāte Nr.3. 
	Iekārtas ātrdarbība un / vai funkcionalitāte ir samazinājusies, bet galvenās funkcijas tiek nodrošinātas.
	Problēmām ar 3.prioritāti darbi pie problēmas novēršanas tiek uzsākti ne vēlāk kā 8 (astoņu) stundu laikā pēc problēmas pieteikuma nodošanas brīža un turpināti līdz problēmas novēršanai vai pagaidu risinājumam, kas ļauj samazināt problēmas prioritāti.

	Prioritāte Nr.4. 
	Pasūtītajam ir nepieciešama informācija vai konsultācija par iekārtas funkcionālajām iespējām, konfigurāciju un lietošanu.
	Problēmām ar 4.prioritāti speciālista attālināta konsultācija jānodrošina nākamo 3 (trīs) darbadienu laikā no problēmas pieteikuma nodošanas brīža.


Iekārtu piegādes un konfigurācijas vieta – Bauskas ielā 23, Daugavpilī.
Iekārtu piegādes un konfigurācijas termiņš: ___ (____________) kalendāro dienu laikā pēc līguma abpusējas parakstīšanas dienas. 

Iekārtu tehniskā atbalsta nodrošināšanas termiņš: trīs kalendāro mēnešu garumā pēc pieņemšanas – nodošanas akta abpusējas parakstīšanas dienas.
Samaksas nosacījumi: ___ (____________) kalendāro dienu laikā pēc pieņemšanas-nodošanas akta abpusējas parakstīšanas dienas.

Garantijas termiņš iekārtām: ___ (____________) mēneši no pieņemšanas-nodošanas akta abpusējas parakstīšanas dienas.

Papildu informācija (ja nepieciešama): ____________________________________________________________.

	Paraksta tiesīgās personas vārds, uzvārds
	
	

	Ieņemamais amats
	
	

	Paraksts
	
	

	Datums
	
	


2

